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Polish startup at  the Mobile  World  Congress – taking the online
community into the Post Credential Era

Cyberus  Labs  from  Cracow,  Poland,  will  present  its  revolutionary  password-less  login
authentication and secure network transactions solution - CYBERUS KEY, during the world's
largest mobile industry event in Barcelona. The CYBERUS KEY approach is designed to
take the Internet into the Post Credential Era eliminating the most pervasive cyber security
threat:  Identity  Theft.  The  Cracow  startup  has  the  most  innovative  and  comprehensive
solution on the market today, solving the key cyber security issue of user authentication. The
technology has been reviewed and well received by cyber security specialists.

CYBERUS KEY was chosen by SBC Barcelona to present at the Mobile World Congress,
from among thousands of startups from all over the world, because of its revolutionary and
universal user authentication solution. Combining single click ease of use and full security for
users,  CYBERUS KEY solves the critical  issue of  ID theft,  phishing attacks,  Man in the
Middle  attacks  and  the  need  for  Captcha.  The  system  uses  a  one-time  code  sonic
handshake, implemented as a form of digital audio watermarking, which was invented by
Cyberus Labs CTO - Jack Wolosewicz. This revolutionary approach uses a cipher known by
the cyber security community to be unbreakable and does not transmit or store any user
credentials that can be re-used by cyber criminals. This eliminates the possibility of theft of
information about the user or about online transactions. This is also one of the advantages of
CYBERUS  KEY  over  all  biometric  systems,  which  transmit,  store  and  use  biometric
credentials.

Most  importantly  to  users,  CYBERUS  KEY eliminates  the  need  to  use  and  remember
passwords and it protects user identity. Passwords constitute the most serious threat to the
online community which have resulted in well publicized cyber crimes like: 

• Government Data Theft - DNC attack during the last US election
• Corporate Data Theft - $4 M estimated cost per data breach
• Credential and ID Theft – Yahoo: 1 Billon stolen passwords, $200M lost in corporate value
• Authorization of unwanted transactions - Forbes Projects Losses of $2 Trillion by 2019

Thanks to its design, CYBERUS KEY is immune to ID theft hacker attacks. In the unlikely
event of intercepting and decoding of encrypted transmissions, hackers end up with only a

http://www.forbes.com/sites/stevemorgan/2016/01/17/cyber-crime-costs-projected-to-reach-2-trillion-by-2019/
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one-time code, with no information about the user or transaction. Additionally, the one-time
code expires in under a second.

One of the most revolutionary advantages is that CYBERUS KEY is the only system in the
world  that  identifies  both  sides  of  the  transaction,  protecting  both:  users  and  online
enterprises from fraud. CYBERUS KEY is a user authentication platform based on mobile
technology,  allowing consumers,  commercial  institutions and public agencies to enter the
Post Credential Era of secure transactions.

CYBERUS KEY has  been designed in  Silicon  Valley  by  the  Polish  engineer  Jack  Wolosewicz and built  by
developers in  Poland.  During the Mobile  World  Congress  on Tuesday,  February 28 CYBERUS KEY will  be
presented as part of 4YFN.

We cordially invite you to our system presentation. If you participate in the Congress or 4YFN please come to see
us at 4YFN venue - booth K3. We will be happy to meet and talk to you about CYBERUS KEY and to show you a
fully functioning product.

Download  more  information  about  Cyberus  Labs  and  CYBERUS  KEY:
https://cyberuslabs.com/press/ 

See our DEMO: https://www.youtube.com/watch?v=59_Wi_xk5fs 

Contact us: zyta.rabka@cyberuslabs.com 
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